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Abstract
Over the last decade, many studies have been conducted concerning the protection of software. Software piracy, tampering and stealing became the major concern of various parties such as software developers, suppliers, traders and consumers. This paper summarizes some of the related methods in software security such as steganography, obfuscation and cryptography. Also some of the most applicable techniques in securing software from manipulation such as software watermarking, fingerprinting and software birthmarking are reviewed in this paper.